Windows BYOD Wireless Instructions

The following is an outline of the process required to connect your personally-owned device to the CAPS BYOD Wireless.

First Click on Wireless Connections In The System Tray
In the system tray in the lower right-hand corner of your screen click on the wireless icon.
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Select the BYOD wireless network

From the Choose a Network list select the BYOD wireless network.
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Enter your username and password

After you connect to the network you will be asked to provide your username and password. Simply enter your
username and password you use to logon to CAPS District-Owned devices here. For students this will be the first
five of your last name followed by the first three of your first name for your username and then whatever
password you have selected.

BYOD
Connecting

Enter your user name and password

Usemame

oor-||¢o| o

OK Cancel

v | oy N
f CAPS-Public-Wireless

Open

Click Connect In The Windows Security Alert Prompt

After you enter your username and password and click OK. You will be presented with a Window Security Alert.
Click Connect when you receive this prompt.

z EYOD _
Secured

Continue connecting?

If you expect to find BYOD in this location, go
ahead and connect. Otherwise, it may be a
different network with the same name.

Show certificate details

Connect Cancel

“ | - -
@ C:APS Public-Wireless
Open




Web Authentication
Next launch a web browser (ie. Chrome, FireFox or Edge). You may be prompted to enter your credentials on a

web authentication page as shown below. If you are presented with this page, use the same credential you used
in the wireless authentication step above.
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Install BYOD Web Certificate

Next you will need to install the CAPS BYOD web certificate. This certificate can be downloaded from the
Cadillacschools.org website on the Technology page.
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https://www.cadillacschools.org/domain/1057

Click The Link For The CAPS BYOD Web Certificate
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Home > Departments > Technology > Department Overview
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Bring your own device? Here are some helpful instructions
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Choose Open
After clicking on the link a dialog box will appear at the bottom of the screen asking if you want to Open or Save
the certificate. Choose Open.

What do you want to do with iboss.caps.local.cer (1.5 KB)? ~
From: mi50000074.schoolwires.net d Open save Cancel X
Click Open

Click open in the Open File Security window.
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Do you want to open this file?

MName: .b3d8bbwe\TempStatel Downloadshiboss.caps.local.cer
5; Publisher:  Unknown Publisher
Type: Security Certificate
From: ChlUsers\dillhAppData\Local\Packages\Microsoft.Micr...
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Click Install Certificate
In the Certificate window that appears click on Install Certificate...
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General Detalls Certification Path

|_ﬁ Certificate Information

This certificate is intended for the following purpose(s):

» All issuance policies
* All application policies

Issued toc  ihoss. caps.local

Issued by: iboss.caps.local

valid from 7/1/2015 to &/30/2020

# Install Certificate... | | Issuer Statement

In The Certificate Import Wizard Screen Select Store Location as Local Machine
The Certificate Import Wizard screen will start. Select local machine as the Store Location and click Next.

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certficate revocation
lists from your disk to a certificate store.

A certficate, which is issued by a certification authority, s a confirmation of your identity
and contains nformation used to protect data or to establish seare network
connections. A certificate store is the system area where certificates are kept.
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To continue, dick Next.
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Select Place Certificate In The Following Store And Click Browse

Certificate Store
Certificate stores are system areas where certificates are kept,

Windowws can automatically select a certificate store, or you can spedify a location for
the certficate.

() sutomatically select the certificate store based on the type of certificate
(@) Place all certificates in the following store
Certificate store:

[yomse...

Learn more about certificate stores
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Select Trusted Root Certificate Authorities And Click OK. Then Click Next And Finish In The Next Two Windows

Select the certificate store you want to use.
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The Import Was Successful — Click OK
Next you should receive a prompt informing you that the installation was successful. Simply click OK and then
click OK to close the Certificate Window and your devices is all set and ready to use.

Certificate Import Wizard ﬁ

i e

The import was successful,
- -




No Certificate Warning

If you do not have the certificate properly installed you will see prompts that look similar to the one below. If
you are receiving prompts you will need to go back up to the Install BYOD Web Certificate section and attempt
the steps again.

gw There is a problem with this website's security certificate.
N

The security certificate presented by this website was not issued by a trusted certificate authority.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.
& Click here to close this webpage.
% Continue to this website (not recommended)

= More information



